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STUDENT CLINICAL ROTATION/OBSERVER CHECKLIST

The following steps should be completed PRIOR to picking up your badge:
· Student Self Study packet obtained from BMH Education Department
· Student Packet completed and returned to BMH Education Department, including:
· All Student Records listed on Student Records Checklist
· Attestation 
· Orientation Self Study Post Test
· Emergency Contact Information 
· Remote Data Access & User Confidentiality Agreement
· Student Substance Policy Consent Form
· Student Background Consent Form
· Policy Review Checklist
· Note: badges are only issued Monday- Friday 8:30 am- 4:30 pm.
· Student ID Badge cannot be given until after ALL paperwork is received, processed, and the student has received clearance from Education Department.
· Bring $7 (cash or debit/credit) for badge 

Return packets at least 2 weeks prior to start of rotation. Incomplete packets or failure to complete all required tasks on time may result in a delay of your rotation start:

Lillie Sheppard, Student Internship Coordinator
Email: Lsheppard@bmhsc.org
Phone: 843-522-5861
BMAC, 990 Ribaut Rd, Beaufort, SC 29902


Student
Self-Study Orientation 
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Welcome to this Beaufort Memorial Hospital self-study topic. Self-guided learning is an easy way to learn or review information at your own pace. The following pages contain the directions you will need to complete this topic, so read on! When you have completed the self-studies, posttests, and checklists don’t forget to return them to: 

HR Department at Beaufort Memorial Hospital,
990 Ribaut Road
Beaufort, South Carolina 29902
843-522-5109
Description
This self study packet identifies general orientation information specific to Beaufort Memorial Hospital. All topics covered contribute to a safer and more satisfying experience.[image: picture of a book]


Objectives
At the end of this topic, participants will be able to:
· Identify and follow the BMH Core Values & Behavior Expectations
· Identify at least two responsibilities to patients within the Patients Rights and Responsibilities.
· Discuss the role of students in relation to HIPAA requirements
· Identify two body mechanic techniques that, when used correctly, protects your back.
· Discuss one basic work practice that provides protection against the transmission of blood borne pathogens.
· Identify two vital work practices that prevent the development of multi-drug resistant organisms. 
· Identify one basic work practice that prevents surgical site, intravenous and central line blood stream infections.
· Discuss R.A.C.E. and P.A.S.S. acronyms as it relates to fire safety
· Locate appropriate MSDS’s via the BMH intranet
· Follow BMH policies

Audience
New students at Beaufort Memorial Hospital 

Learning Activities
· Read the topic materials· Blood Borne Pathogens
· MDRO, SSI, and CLABSI
· Life Safety 
· Review Policy Packet 


· BMH Mission, Vision, Core Values & Expectations
· Patient Rights & Responsibilities
· HIPAA
· Back Safety / Body Mechanics


[image: Beaufort Memorial mission, vision, culture and value statements]
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Patient Rights

Every adult patient, adolescent, child or neonate admitted to Beaufort Memorial Hospital is entitled to the basic rights of human beings for independence of expression, decision, and action as well as concern for personal dignity and human relationships.

Each patient upon admission receives a copy of “Beaufort Memorial Hospital; Patient Guide, Healthy Advice”. If English is not the primary language of the patient, efforts are instituted to provide appropriate translation services.

While you are associated with BMH you are responsible to ensure patients rights are protected and upheld. Please review the Patient Rights and Responsibilities policy in your packet.

HIPAA


HIPAA, a healthcare reform law, was enacted in 1996. The portability and accountability portions of the law prohibited employers from denying benefits based on pre-existing disease conditions and imposed stiff penalties for fraud and abuse in the Medicare and Medicaid programs. 

HIPAA Enforcement
The Office of Civil Rights under the Department of Health and Human Services will make decisions on how to interpret, implement and enforce the privacy standards. 
	
Protecting confidential patient information is everyone’s responsibility. If you have knowledge of a breach of confidentiality or even suspect that one has occurred, you are responsible for reporting it. 
	
Students should report violations to:                                                                                 
1. Your Preceptor or
2. The BMH Compliance & Privacy Officer 

Use and Disclosure of Protected Health Information
HIPAA allows for the use and disclosure of PHI under the following circumstances:		
· With a signed authorization
· For TPO (treatment, payment and hospital operations)
· As allowed by HIPAA regulations
· As mandated by state or federal regulations

BMH HIPAA CONTACT:
Compliance & Privacy Officer
522-5108





Protected Health Information – What Is It?

Protected Health Information (PHI) is individually identifiable information associated with a patient’s health encounter.  PHI can be electronic, written/hard copy, faxed or verbal.


Compliance & Privacy Officer
The Compliance and Privacy officer has responsibility for implementing the privacy regulations at BMH.

Minimum Necessary Standard
HIPAA states that individuals may use, disclose or request only the minimum amount of PHI    necessary to accomplish their task. 

         Treatment, Payment and Operations
The HIPAA privacy rules don’t require patients’ permission to use or release PHI for treatment, payment or to conduct certain day-to-day operations of the hospital. 
          
          
HIPAA Compliance
Compliance is an expectation of our patients and our community. We want to ensure that our patients have confidence in our ability to protect and secure their personal and confidential information, treating their PHI as we would want our own to be managed.

BMH actively monitors and audits all information systems activity, including email, phone and access to electronic medical records. Any abuse of BMH policy shall result in revocation of your privileges.








[image: ][image: Picture of a back]

Back Safety

Everyone needs to take care of their backs and practice safe lifting techniques. Anyone whose job requires lifting, pulling, or pushing is at risk for back injuries.

Proper Lifting Techniques
· Plan how you will perform a lift.
· Position yourself close to the object or patient you want to lift.
· Bring your feet shoulder width apart to give you a more stable base of support.
· Tighten your stomach muscles.
· Bend at your knees.[image: picture of a doctor pointing to a spine]

· Lift with your leg muscles as you stand up. 



Tips for Preventing Low Back Pain
· Don’t lift by bending over! Lift by bending your knees.
· Keep what you are lifting close to your body
· Don’t twist your body while lifting
· PUSH! Don’t pull objects.
· EXERCISE! An inactive lifestyle contributes to back pain. 
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Infection Control and Employee Health

Bloodborne Pathogens
[image: picture of a bag of blood]

The OSHA Blood borne Pathogens Standard became effective in 1992 to protect any employee who has a reasonable anticipated risk of exposure to blood or body fluid on the job. This law provides for the protection of healthcare workers and patients. The targeted diseases specifically include human immunodeficiency virus (HIV) and hepatitis B virus (HBV), among other blood borne diseases such as syphilis, malaria, babesiosis, brucellosis, leptospirosis, arboviral infections, relapsing fever, Creutzfelt-Jakob, human T-lymphotrope virus Type 1 and viral hemorrhagic fever. The Standard was revised in 2001.  

All students are required to follow Beaufort Memorial Hospital’s Exposure Control Plan. This plan is located on the BMH Intranet and can be reviewed in its entirety. 

The Exposure Control Plan
The Exposure Control Plan (ECP) addresses the following:

A. Exposure Determination

B. Implementation Schedule and Methodology[image: picture of someone wearing a mask and gown]


1. Methods of compliance.
· Standard Precautions
· Engineering and work practice controls.
· Hand washing facilities
· Waste management, including storage and disposal of sharps and potentially infected materials or equipment
· Handling of fluid and tissue specimens
· Availability and suitability of protective equipment
· Non-Managerial employee input
· Housekeeping related to equipment, work areas and surface, protective coverings, waste and waste disposal containers and laundry.[image: picture of a needle]


2. Hepatitis B vaccination (or waivers) and post-exposure evaluation and follow up.
· Needle Stick Injury Log 

3. Communication of hazards to employees through training, signs, and labels.

C. Procedures for evaluating circumstances surrounding exposure  incidents

Bloodborne pathogens refer to pathogenic microorganisms that are present in human blood and that can infect and cause disease in persons who are exposed to blood containing these pathogens.
 
Standard Precautions
Standard Precautions, previously known as Universal Blood and Body Substance Precautions, are designed for the care of all patients regardless of their diagnosis or infection status and apply to blood, all body fluids (secretions and excretions with the exception of sweat), non-intact skin and mucous membranes.  

Personal Protective Equipment – PPE
Personal Protective Equipment (PPE) is to be worn when performing patient care, working with blood and body fluids and specimens, contaminated linens, medical waste, etc.  [image: picture of a gloved hand]

PPE Includes:
· Gloves
· Gowns
· Aprons
· Masks
· Eye Protection
· Face Shields
	
 Hepatitis Vaccine
Hepatitis affects thousands of people in the US each year and millions worldwide. Worldwide 240 million people are chronic Hepatitis B carriers.  The Hepatitis B vaccine series is the best protection against Hepatitis B. The vaccine, administered in three doses, is 95% effective against Hepatitis B.[image: picture of  hand holding a needle]






	 Regulated Waste
· Sharps (needles, broken glass, scalpels, or other items that could cause a cut or puncture wound) must be placed in rigid sharps containers.
· Biological waste containing visible blood or body fluids must be placed in waste containers lined with red bags.
· Reusable contaminated sharps should be placed in rigid containers and returned to Central Sterile Reprocessing (CSR).
	 Linen	
· All soiled linen is considered contaminated and is to be placed in linen containers. [image: picture of linen]

· Always carry soiled linen away from your body to prevent soiling clothing.
· Never place linen on the floor.

	Environmental Surfaces
All equipment and environmental/working surfaces must be cleaned and decontaminated as soon as possible after contact with blood or other potentially infections material. 
To reduce the chance of infection:	
· Clean and disinfect surfaces on a regular schedule
· Use hospital approved disinfectants
· Use appropriate disinfectant wipe ‘dry times’ or ‘contact times’
· Wear appropriate PPE
· Clean all equipment coming out of patient rooms with the appropriate disinfecting wipes.

	Engineering Controls
 Engineering and work practice controls are used to eliminate or minimize exposure to employees. 

Examples of engineering controls include:	 
· Sinks
· Safety Hoods
· Safety Needles (IV insertion, IM, SQ, etc.)
· Sharps Containers

	Handwashing	Clean In and Clean Out every time. Handwashing is the single most important factor in controlling infections. Before and after any patient contact wash your hands with soap and water or use the alcohol based hand sanitizer located at each patient room.  The instructions for proper hand washing with soap and water are:

1. Wash hands with soap and running water.[image: picture of a person wearing a stethoscope at a sink washing their hands]

2. Rinse hands under running water.
3. Dry hands well with paper towel.
4. Use paper towel to turn off faucet. All manually controlled faucets are considered contaminated.
5. Dispose of single use or linen towels in appropriately marked closable containers. 

*Alcohol-based hand sanitizer may be used instead of soap & water to cleanse hands unless visibly soiled or contaminated with blood or other body fluids.    
**Wash hands with soap and water after using alcohol-based hand sanitizer 4 or 5 times in a row!

	







Multi-Drug Resistant Organisms (MDROs)
MDROs are resistant to three or more classes of antibiotics and; therefore, have limited treatment options. Poor compliance with infection control measures, such as hand hygiene and isolation techniques, contribute to their development. MDROs are associated with increased length of stay, increased cost, and increased morbidity and mortality. 

Two very common MDROs are Methicillin-resistant Staphylococcus aureus (MRSA) and Vancomycin-resistant enterococci (VRE).   

 Clostridium difficile (C. diff) is not a MDRO but it is just as dangerous.

Colonization vs. Infection: Although often confused, colonization is not the same as infection. Colonization occurs when microorganisms inhabit a specific body site but do not cause signs and symptoms of infection. Colonized pathogens do have the potential to cause infection if they spread to a different site on the same person or to another person. 

Contact Precautions
(in addition to standard precautions)

· Patients must be in private rooms, but door may stay open.
· Gloves and gowns must be worn to enter this room.
· Patient care equipment needs to be disposable when possible
· Clean all equipment leaving this room.
· Limit patient transport
· Perform hand hygiene prior to donning gloves and after glove removal.

· Examples:  MRSA, MDRO, ESBL, VRE, and CRE


[image: Picture of a bee holding a stop sign. 
Contact "Plus" Precautions
(in addition to Stand Precautions)
VISITORS: Report to nurse before entering.
VISITANTES: Favor de hablar con la enfermera antes de entrar enla habitacion.]

This special designation is for patients with C. diff.

***Alcohol-based hand sanitizers are not effective against the C. Difficile spore. 
     All healthcare personnel must wash their hands with soap & water prior to exiting a patient’s room that has       been placed on Contact “Plus” precautions.

[image: Picture of hands washing]






Pulmonary Tuberculosis
[image: picture of a man wearing blue pajamas who appears to be sick.  He is sweating with a thermometer in his mouth.  He is also holding a brown teddy bear. ]Tuberculosis (TB) is a disease that is spread from person to person by breathing in tiny infected droplets in the air. The usual symptoms include: 
· Weight Loss
· Positive PPD
· Chills
· Fever
· Fatigue
· Weakness
· Night Sweats
· Hemoptysis

[image: ][image: There is a stop sign.  
Airborne Infection
Isolation (AII) Precautions
(in addition to Standard Precautions)

VISITORS: Report to Nurse before entering
VISITANTES:  Favor de hablar con la enfermera antes que entres la habitacion]
Airborne Isolation is for isolation of tuberculosis, chicken pox, measles, and disseminated shingles.  Make sure that:
· Plant services is notified of a patient being placed in airborne isolation.
· They have to  monitor the negative pressure.
· There should be 6 to 12 air exchanges an hour.
· The patient door should remain closed.
· The patient should not share this room with anyone.
· The Controlled Air Pressure Respirators (CAPRs) should be utilized by all staff entering the room.  Instructions for use are in the cabinet in the anteroom.
· If the patient is to be transported, they must wear a surgical mask.

All students are required to receive a PPD at least annually.
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Drop precautions are for patients with Influenza, RSV, Strep Group A, Pertussis, Neisseria meningitides, Rubella, and Mumps.
		This isolation includes:
· Patient must be in a private room
· Wear a mask went entering this room.  
· Eye glasses may not provide adequate protection, so use masks with shields if indicated.
· Use make on patient during transport.
· And always remove PPE when leaving the room and perform hand hygiene!!

Neutropenic Patients
Neutropenic Precautions are used to protect people with compromised immune systems. The term ‘neutropenia’ describes a lack of Neutropenic granulocytes, which means their risk of infection is very high.
[image: ]
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[image: Neutropenic Precautions
(Protective Precautions)
VISITORS: Stop sign Report to nurse before entering
VISITANTES: Favor de hablar con la enfermera antes de entrar en la habitacion]





Causes of neutropenia include chemotherapy, radiation therapy, immune suppressive therapy, prolonged steroid or antibiotic use, bone marrow suppression, cancer, HIV/AIDS, and other autoimmune disorders.
				The guidelines for this type of precaution are:
· Patient needs to be placed in a private room
· Wear a mask upon entering room.
· Strict hand hygiene before and after patient contact.
· No live plants or flowers allowed.
· No fresh fruits or vegetables allowed.
· No visitors under 12 years old in the room, sick visitors and only 2 visitors at a time.
· No standing water – change water every 8 hours.

	IV and Catheter Related Blood Stream Infections
The two most common ways that catheter related, bloodstream infections occur are contamination during initiation of the IV and contamination of the catheter hub secondary to improper access techniques. Any type of central line dressing change requires the use of a mask and sterile gloves.

[image: picture of a hand with sterile gloves throwing away IV tubing]		Prevention strategies include, but are not limited to: 
			Hand Hygiene
			Chlorhexidine skin antiseptic / proper skin prep
[image: picture of red "end caps"]	            Rubbing the catheter hub for 5 seconds before accessing the port
                      Using protective ‘end caps’ on unconnected IV tubing

** If you discover disconnected IV tubing without an ‘end cap’ in place, 
throw it away!

	Surgical Site Infections
[image: ]Surgical site infections (SSIs) are the second most common hospital acquired  infection. They are most commonly caused by the normal flora of the patient. Research has shown that antibiotic prophylaxis has a positive impact after certain types of surgery, but SSIs remain a common risk of surgery.  There are many additional factors that have an effect on the potential for infection, and healthcare professionals should consider these before, during and after surgery.

As a student, you can play an important role in SSI prevention by maintaining tight glucose control, maintain sterile dressing changes, removal of drains as soon as possible and prevention of cross-infection with resistant organisms.
		 
 	Exposure to Blood or Body Fluids 
If you sustain an exposure to blood or body fluids via needle stick or direct exposure to mucous membranes or non-intact skin, remember to follow the Exposure Control Plan.

[image: picture of a finger with a blood on it]	Steps to take:
· Immediately clean/flush the area with soap and water.
· Immediately report the exposure to your preceptor/supervisor.
· Contact Employee Health Nurse for lab results the next workday.


*** Education concerning Multi-Drug Resistant Organisms, Surgical Site Infections and Central Lines Associated Blood Stream Infections address the    2011 National Patient Safety Goals***

Who to Contact for Infection Control Questions?


Employee Health 
Nurse:

843-522-5652


Infection Control Practitioner(s):
843-522-5004 
843-522-5024
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Emergency Preparedness

For a fire emergency dial 5-5-5-5:
OR
ACTIVATE A PULL STATION

Call 911 for all locations outside the hospital





	

	P.A.S.S.
How to operate a fire extinguisher	 
· PULL – Pull the pin[image: ]

· AIM – Aim the nozzle
· SQUEEZE – Squeeze the handle
· SWEEP – Spray in a sweeping 



	R.A.C.E [image: ]

· RESCUE – Remove persons from danger
· ALARM – Activate the alarm
· CONTAIN – Close doors/contain the fire
· EXTINGUISH – Extinguish or evacuate

TO PAGE ALL CODES DIAL: 5-5-5-5 “FOR STAYING ALIVE”





Life Safety Codes

For Emergencies provide the following information:

Facility Alert + (event type) + (location)

Security Alert + (event type) + (location)

Medical Alert + (type of medical emergency) + (location)
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Hazard Communication : Your Right to Know

To keep you informed about the hazards you may encounter at work, OSHA created the Hazard Communication Standard. This standard gives you the right to know about chemical hazards in your workplace. 

Chemical safety is everyone’s responsibility. The Beaufort Memorial Hospital Hazardous Materials Plan provides a safe and helpful work place for all employees. This plan makes efforts to comply with the right of employees to know the hazards associated with job performance. 

Hospital solutions with material safety data sheets are available through the hospital intranet.. In the event the computer system is not available, a toll free number (1-800-424-9300) is the resource for consultation  











CONCLUSION
Please remember that it is your responsibility to be aware and to follow all BMH policies. If you have any questions about your self-directed orientation please call the Human Resources Department at 843-522-5589. 
[image: ]
CONGRATULATIONS
You have successfully completed this self-directed orientation!!!

· Please return the completed packet to:

Beaufort Memorial Hospital Human Resources Department
990 Ribaut Road Beaufort, SC 29902
843-522-5589
You may also email them to:  jmclin@bmhsc.org

***** Please call 843-522-5589 to schedule a date and time to pick up your badge.  We will require a picture ID and there is a $7.00 charge for all badges. Badges will only be made on Tuesday thru Friday from 8:30 a.m. until 4:30 p.m.




























Self Directed Orientation Knowledge Appraisal Test


Page 1 of 34
Revised 4/9/19 JLM

Name: __________________________________________________     Date: _____________________

Title/ Position: ______________________________________________________________________________

 A successful score of 80 or better must be achieved. 

True / False:
Is the statement true or false?		Circle   the correct answer.

1. Every adult patient, adolescent, child or neonate admitted to Beaufort Memorial Hospital is entitled to the basic rights of human beings for independence of expression, decision, and action as well as concern for persona dignity and human relationships.T          F

 T          F

2. As an employee you will not be exposed to confidential information.
T          F

3. Protecting confidential patient information is everyone’s responsibility. If you know about a breach in confidentiality or even suspect a breach has occurred you are responsible for reporting it.
T          F

4. An infection at a remote site can not cause an SSI.
T          F

5. Colonization means the microorganisms are on your body but cause no signs or symptoms of infection.

6. SSIs are most commonly caused by the normal flora of the patient.T          F

T          F

7. Alcohol-based hand sanitizers are effective against all pathogens.
T          F

8. Bloodborne pathogen refers to pathogenic microorganisms that are present in human blood and can infect and cause disease in persons who are exposed to blood containing these pathogens.
T          F

9. All employees are required to follow Beaufort Memorial Hospital’s Exposure Control Plan.
T          F

10. It is your responsibility to be aware and to follow all BMH policies in addition to the policies provided in the self study policy packet.











Multiple Choices:
Choose the best answer from the multiple choices give for each question.		Circle   the correct answer.

11.	Confidential information may be:
	a)	Written format only
	b) 	Electronic, written or verbal
	c)	Anything that can be copied
	d)	None of the above

12.	If you discover disconnected IV tubing without a red ‘end cap’ in place (even if looped back into itself), then you should:
	a)	Place a red ‘end cap’ on the exposed end of the IV tubing.
	b)	Nothing; this is standard practice. 
	c)	Discard the disconnected IV tubing, and replace it with a new tubing setup.
	d)	Wipe the exposed end of the IV tubing with alcohol for 15 seconds, then place a red ‘end cap’ on the   
		tubing.

13.  	Employees should report violations to:
       	a)	No one, not their responsibility
	b)	Only to their immediate supervisor
	c)	Their supervisor, Privacy Officer or hotline
	d)	All of the above

14.	Protected Health Information (PHI) is most often found in the medical record but may also be seen on white boards, insurance cards, dictating machines etc. Which of the following are examples of Protected Health information (PHI)?
		a)	Dates of service
		b)	Social Security number
		c)	Medical Record number
		d)	All of the above

15.	Proper lifting is essential in preventing back injury. Techniques that should be included are:
		a)	Never bend at the knees when lifting heavy objects
		b)	Bring your feet shoulder width apart for more stability
		c)	Tighten your back muscles as you lift
		d)	All of the above

16. 	To prevent low back pain when lifting:
		a)	Push objects instead of pulling them
		b)	Keep what you are lifting close to your body
		c)	Exercise. An inactive lifestyle contributes to back pain
		d)	All of the above

17. 	The OSHA Blood borne Pathogens Standard protects any employee who has a reasonable anticipated risk to exposure to:
		a)	Patients suspected of having an infection
		b)	Prevent the spread of infection to other health care workers
		c)	Blood or body fluids on the job
		d)	All of the above

18.	Standard precautions, previously known as “Universal or Blood and Body Substance Precautions”, are designed for the care of all patients regardless of their diagnosis or infection status, and apply to: 
	a) 	Blood and all body fluids
	b)	Secretions and excretions (except sweat)
	c)	Non-intact skin and mucous membranes
	d)	All of the above

19.	Personal Protective Equipment (PPE) is to be worn when performing patient care, working with blood and body fluids and specimens, contaminated linens, medical waste, etc. PPE includes:
	a)	Gloves, gowns
	b)	Eye protection and masks
	c)	Aprons and face shields
	d) 	All of the above

20.	The greatest blood borne risk to the health care worker is:
	a)	HIV
	b)	Hepatitis A
	c)	Hepatitis B
	d)	None of the above

21.	Hepatitis affects thousands of people in the US each year and millions worldwide with Hepatitis B ranking as the ninth leading killer in the world. Currently:
	a)	No vaccine exists to adequately protect against contracting Hepatitis B
	b)	The vaccine is administered in 3 doses and provides only 10-20% immunity
	c)	The vaccine is administered in 3 doses and provides 90-95% immunity
	d)	None of the above

22.	Linen requires special handling in the hospital environment.
	a)	Never place linen on the floor
	b)	Always carry soiled linen away from your body to prevent soiling clothing
	c)	All soiled linen is considered contaminated and is to be placed in linen containers
	d)	All of the above

23. 	Engineering and work practice controls are used to eliminate or minimize your exposure. Examples of engineering controls are:
	a)	Sinks, safety hoods, and sharps containers
	b)	Antibacterial scrubs and Hand washing
	c)	Gloves, gowns, aprons and masks
	d)	None of the above	



24.	The single most effective means of preventing and controlling the spread of infection is:
	a)	Washing your hands
	b)	Using appropriate PPE
	c)	Following all infection control practices 
	d)	All of the above


25. 	Tuberculosis (TB) is a disease that is spread from person to person through tiny droplets in the air. The usual symptoms include:
	a) 	Weight loss, positive PPD, coughing up blood, and night sweats
	b)	Weight gain, excessive mucous and chills at night
	c)	Weight loss, excessive mucous and chills at night
	d)	All of the above.

26.	The first action you must take if you are exposed to the body fluids of a patient from a needle stick is:
	a)	Go immediately to the Emergency Department
	b)	Report the exposure to your supervisor immediately
	c)	Immediately clean / flush the area with soap and water
	d)	None of the above

27.	The following PPE are required for all central line dressing changes:
	a)	Gloves
	b)	Gloves and Mask
	c)	Gloves and Gown
	d)	Gloves, Mask and Gown 

28.	The P.A.S.S. method of fire extinguisher use includes the following actions:
	a)	Pull the extinguisher off the wall, aim the nozzle; send for additional help and spray
	b)	Pull the pin, aim the nozzle, squeeze the handle and spray in a sweeping motion
	c)	Pull the extinguisher off the all, aim the nozzle, squeeze the handle and spray in a sweeping motion
	d)	None of the above

29.	Information on all emergency codes at Beaufort Memorial Hospital can be found:
	a)	On the back of all BMH issued employee badges
	b)	On the Beaufort Memorial Hospital Intranet
	c)	In the Orientation Self Study Packet
	d)	All of the above

30.	To keep you informed about hazards you may encounter in the workplace. OSHA created the Hazard Communication standard. This standard gives you the right to know about chemical hazards in your workplace. Material Safety Data Sheets (MSDS) are available at Beaufort Memorial Hospital through the hospital intranet. The MSDS contains information on:
	a)	Working safely with chemicals
	b)	Infection control procedures
	c)	Radiation safety procedures
	d)	All of the above







Emergency Contact Information
(All information is required)

Name: _______________________________________________________________
Full Address: __________________________________________________________
Telephone: _______________________ Email:_______________________________
Date to begin: __________________     Date to end: ______________________
Department: ____________________    Program:_____________________________
School:______________________________
Name of Preceptor/Department manager at hospital:  _____________________________ 

Name of Emergency Contact: _________________________________________________
Relationship to Student: _____________________________________________________
Address: __________________________________________________________________
	Telephone:	Home: ___________________________
		Work: ___________________________
		 Cell:   ___________________________

Alternate Emergency Contact: __________________________________________________
Relationship to Student: ______________________________________________________
Address: ___________________________________________________________________
	Telephone:	Home: ___________________________
		Work: ___________________________
 Cell:   ___________________________

	
	        Signature					Date



Attestation

Patients’ Rights and Responsibilities
I have read the Patients’ Rights and Responsibilities policy and understand what they are. I also understand my responsibility as a health care student in upholding these rights.

Core Values and Behavior Expectations
I have read and understand the BMH Core Values and Behavior Expectations and I agree to comply and practice the standards outlined while on duty.


STUDENT STATEMENT OF UNDERSTANDING OF THE
BEAUFORT MEMORIAL HOSPITAL COMPLIANCE PROGRAM
AND HEALTH INSURANCE PORTABILITY AND ACCOUNTABILITY ACT (HIPAA)

I certify that I have completed the Student Self-Study Orientation program and understand and agree to abide by Beaufort Memorial Hospital’s Compliance Program during the entire term of my student experience. I acknowledge that I have a duty to report any concerns, alleged or suspected violation of this program to my educational or clinical leadership or directly to the Corporate Compliance Officer.
I also understand that any violation of the Beaufort Memorial Hospital Compliance Program or any other hospital policy or procedure is grounds for corrective action, up to and including exclusion from Beaufort Memorial as a clinical learning environment.
I also certify that I have not been convicted of, or charged with, a criminal offense related to healthcare, nor have I been listed by a federal agency as debarred, excluded or otherwise ineligible for participation in state or federally funded health care programs.
I certify that I have received training in Beaufort Memorial Hospital’s HIPAA privacy and security requirements regarding access, use and disclosure of Protected Health Information (PHI). I understand that privacy is a patient right and that I accept responsibility to uphold HIPAA policies and procedures and will do my part by complying with the following:
• Access, use and disclose only minimal necessary PHI if I have a need to know
• Protect my computer passwords (if applicable)
• Understand the law and my organization’s policies
• Report any known or suspected privacy or security breaches
• Treat patient information as I would want my own personal information to be treated
________________			_______________________________________________
Date					Signature
					_______________________________________________
					PRINT NAME

[image: Beaufort Memorial Hospital logo]
Student Records Checklist


	
Student Name: _____________________________________      School: _________________________

Program:__________________________________________

Preceptor: _________________________________________




	Required Student Documentation

		Documentation of (2) MMRs or documentation of Rubella and Rubella Titers




	

		History of varicella (chickenpox) disease or documentation of varicella titer.




	

		Documentation of Hepatitis B vaccine and HBSAB titer if available or documentation of decline of        hepatitis immunizations (not required for non-clinical rotations)




	

		Documentation of negative TB skin test or history of “positive TB skin test”, a copy of recent Chest X- ray and/or documentation evaluation of signs and symptoms of tuberculosis within the past 12 months.




	

		Documentation of current CPR (clinical rotations only)




	

		Documentation of professional liability insurance and student health insurance.




	

		Successful background check to include Sex Offender Registry and OIG Sanction Report completed within the 6 months prior rotation start date

	



	

	Drug screen completed within the 6 months prior to rotation start date 
	

	Documentation of flu vaccine (if clinical rotation occurs during flu season Oct-March)
	




 At least two weeks prior to the students’ affiliation start date all required records must be submitted to the BMH Human Resources Department.



               
Remote Data Access and User Confidentiality Agreement (Rev. 1/4/16) 
 
All users of Beaufort Memorial’s information systems are reminded that records pertaining to patient care are confidential whether in hard copy, film, or computerized form. Unauthorized access, use or disclosure is strictly prohibited. 
Your personal access codes (User Name and Password) for utilizing the computer system are included as part of this confidential information. Therefore, please ensure that your password is known only to you. 
Violation of this policy is grounds for corrective action, up to and including revoking of access to all BMH systems. 
YOU ARE RESPONSIBLE FOR ALL ACCESS UNDER YOUR USER ACCOUNT 
Beaufort Memorial constantly monitors the activity of users in our information systems. This information will be used to ensure patient's rights of privacy and confidentiality as well as compliance with regulatory laws and BMH polices are maintained. 
If you feel that your password or account has been compromised, contact the Beaufort Memorial Help Desk at (843) 522-5797.   
A new password will be assigned pending verification of your identity.  
Please consider your computer as a point of entry to the information system at Beaufort Memorial. 
MAKE CERTAIN THAT YOU ALWAYS LOG OFF BEFORE LEAVING THE COMPUTER UNATTENDED 
The signed copy of this document will be kept on file and indicates your agreement to follow Beaufort Memorial's policies. 
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     Remote Data Access and User Confidentiality Agreement (Rev. 1/4/16) 
 
I acknowledge that I will abide by Beaufort Memorial information security policies, as applicable to me, including the Off-Site Work Security policy (a copy of which I have received, read and understand).  
 I agree to protect Beaufort Memorial’s confidential data, in any form, when I am accessing and/or using it while at or away from any Beaufort Memorial facility.  
 
Per Beaufort Memorial policy I agree that:  
· I will access only that information required as part of my job and/or my role as needed. 
· I will not access my own records or those of friends, family, acquaintances or co-workers. 
· I will not share passwords or keep written passwords for any BMH system. 
· I am authorizing Beaufort Memorial to perform a security audit of my off-site work location at their discretion. 
 
 Please complete all fields in blue or black ink only. 
 
Full Legal Name (Print):_____________________________________________ 
 
Job Title____________________________________________________ 
 
Dept. /Office Name_____________________________________________ 
 
Office Phone (for non-BMH users) _____________________________________________ 
 
Office E-mail address (for non-BMH users) ______________________________________  
 
Signature: __________________________________Date:____________________ 
 
· If you forget your password and need to have it reset, please call the Information Systems Help Desk at (843) 522-5797. 
· During the call you will be asked a security question to identify who you are. If you are unable to supply the correct answer, you will be asked to go to BMH Help Desk to show valid photo identification. 
 
Security Question (choose one and circle): 
· Make & Model of first car? 
· City where you were born? 
· Mother’s maiden name? 
· Favorite pet’s name? 
· Favorite sports team? 
 
Security Question Answer: ____________________________________________ 
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	Off-site Work Information Security 

	    
PURPOSE:
This policy applies to our workforce and certain authorized third parties working with this organization's Confidential and Highly Confidential (hereafter referred to as Confidential) data off-site. Off-site locations include offices, homes, hotels, or any setting in which work is performed using or exposing this organization's confidential data in any form.
POLICY:
Individuals performing work for this organization at an off-site location and using this organization's confidential data have an obligation to protect the organization's information assets under their control and must follow the security safeguards described in this policy. These safeguards are in addition to other information security policies and procedures in effect.
Individuals subject to this policy will sign a Working Off-Site Security Agreement and will agree to be audited for compliance with our security policies, if and when notified by the organization.
When individuals perform work using Confidential data at an off-site location such as a private office or home, those data are at heightened security risk because the environment and technologies in use are not directly under the control of the organization, and because data may be exposed to people with no business relationship to our organization.
Nevertheless, we are responsible for protecting the confidentiality, integrity, and availability of our data wherever they are. For example, HIPAA's Security Rule explicitly makes us responsible for protecting electronic protected health information (ePHI) wherever it is used by our workforce. Therefore, this policy requires specific additional administrative, physical, and technical controls for off-site work.
This policy applies both when an individual accesses our network remotely and when an individual works with our confidential data only on a "local" or "stand-alone" computer not connected to our network. It applies both when this organization owns the computer or media and when it does not.
PROCEDURE:
Networking and Technology off-Site Work Security
This section applies if a computer is used to access and/or process our confidential information. If the computer is connected to a local network, wired or wireless, the user must ensure that our data and files are not accessible by others on the network.
If the computer is connected to our network via the Internet, the following must be used:
• This organization's virtual private network (VPN) for encryption of transmitted data
• Two-factor user authentication according to organization standards
• A personal firewall kept up to date
• Antivirus/anti-malware software kept up to date
Data/File Backup
If appropriate, this organization's data should be backed up according to organization standards and procedures.
Physical Safeguards
Whether using a desktop computer or a portable device, it must be set up in a private area where access to the computer and network is restricted and where our confidential data in any form are protected from view by others.
Screens must be protected from the public and family members by adjusting the screen angle and/or installing privacy filters.
Computing devices and media used for work purposes may not be shared with others, including family members.
Portable computing devices (including laptops, smartphones, smart pagers/cell phones) must be locked and stored securely (e.g., in a drawer or briefcase) when not in use and not on one's person. Media of any type (magnetic, paper) containing our confidential data must be locked and stored securely when not in use and unattended. Papers containing confidential information must be promptly cross-cut shredded when no longer needed. Never discard them in general trash or in a recycle bin.

The policies and procedures set forth in this policy library do not establish a standard to be followed in every case. It is impossible to anticipate all possible situations that may exist and to prepare policies for each. These policies should be considered guidelines with the understanding that departures from them may be required at times. Accordingly, it is recognized that those individuals employed in providing healthcare are expected to use their own judgment in determining what is in the best interests of the patient based on the circumstances existing at the time. If this policy contains reference to clinical literature, the literature cited is only intended to support the reasoning for adoption of certain guidelines contained herein. It is not an endorsement of any article or text as authoritative. Beaufort Memorial Hospital specifically recognizes there may be articles or texts containing other opinions on point that may be helpful and valid which would support other care or actions, given a particular set of circumstances. No literature is ever intended to replace the education, training and experience or exercise of judgment of the healthcare providers.
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STUDENT SUBSTANCE POLICY CONSENT FORM
Name of School:_________________________          Name of Facility:____________________________
“Facility policy prohibits Students (as well as applicants, employees and contractors) from using “Substances” including, but not limited to, illegal drugs and legal prescription drugs without a current, legal and valid prescription. Alcohol may not be used in a manner that will cause Student to be impaired while at the Facility. Students shall be tested for Substances as directed by the School or the Facility. 
THE SUBSTANCE POLICY
The Students are seeking Facility experience that is not granted to the general public.
It is the Facility policy to maintain and drug and alcohol free environment.
By choosing to access the Facility through the program, the Student must agree to follow the Facility’s substance abuse policy, including Substance testing.
Any Student who chooses not to agree to this policy has chosen not to be in the program.
No Student shall be in the program who:
· Has chosen not to comply with the Facility’s or School’s directives;
· Is unfit for duty and/or
· Has not passed and Substance test within the six (6) months preceding Students provision of Patient Care Services.
The School Shall:
· Provide the Facility with a copy of each Student’s completed Consent Form or request Student to provide the completed Consent Form to the Facility.
· Conduct testing of the Students through a licensed laboratory, if School is responsible for Substance testing; and 
· Provide to the Facility copies of each Student’s test result, for every test, if School is responsible for substance testing.
Substance testing may also be required by the Facility:
· When a Student is injured at the Facility;
· When a drug is not accounted for per Facility policy;
· For oversight of a Student who has previously completes a Substance rehabilitation program;
· For a Student who has been absent from the school program for more than 30 days (except for regularly calendared school breaks); and 
· When a Student appears to be unfit for duty.


STUDENT BACKGROUND CONSENT FORM
Name of School:_____________________	Name of Facility:__________________________
Facility policy requires Students (as well as applicants, employees and contractors) to pass background checks before being allowed to access the Facility.
THE BACKGROUND CHECK POLICY
The Students are seeking Facility experience that is not granted to the general public.
By choosing to access the Facility through the program, the Student must agree to have a background check as described in the Student Affiliation Agreement and herein, as directed by the school or the Facility. 
Any student who has chosen not to agree to this policy has chosen not to be in the program.
No Student shall be in the program who:
· Has not completed all documentation, forms and consents required by the Facility;
· Has chosen not to comply with the Facility’s or School directives;
· Fails to meet dress code standards and ensuring that their attire clearly identifies them as a Student, rather than as employees, agents, or medical staff of Facility;
· Is unfit for duty; and/or
· Has not passed a Background test within the six (6) months preceding the Student’s Provision of Patient Care Services.
School or Facility shall complete each of the following background checks before Students may provide Patient Care Services at Facility:
· Office of Inspector General (“OIG”) List of Excluded individuals/Entities
· Facility shall not accept Students who have been suspended or disbarred from any applicable federal payer program. Appropriate screening tools include the Excluded Party Search System, another approved software program, and certain internet sites.
· License or Certification
· Facility shall not accept Students whose licenses or certification have ever been suspended, revoked, terminated, or otherwise modified as to rights and privileges. However, if such sanctions resulted from use of a controlled substance and the Students have successfully completed a rehabilitation program, Facility may accept them so long as they undergo periodic substance abuse testing as determined by the Facility.
· Criminal Records Check
· School for Facility shall conduct criminal records checks on Students at the federal, state, and local levels before Student may be allowed to provide Patient Care Services at the Facility and thereafter as often as is required by law. The CEO of Facility will have the authority to make the final decision regarding the acceptance of any Student with a criminal record.
STUDENT CHOICE TO CONSENT OR NOT CONSENT
The information I have disclosed to the School and Facility is true, correct and complete. I understand that any misrepresentation, falsification, omission or deception of material facts may cause my application to be rejected or any program participation terminated.
I authorize the procurement or release of a consumer report or investigative consumer report about me. I understand this report may include information such as my character, general reputation, personal characteristics or mode of living, criminal, credit and professional licensure certification.
I authorize any entities or individuals with which I have been associated to supple the School and Facility and their agents with this background information and I release any entities or individuals from all liability whatsoever related to the information or its furnishing. My authorization and release includes my waiver of any Family Educational Rights and Privacy Act (FERPA) provisions that apply to me. 
I also authorize the School and Facility and their agents to contact any government or private entities or personals to verify the validity of any documentation.
I have read the above and I choose to (Check one)
□ Consent          	Or			□ Not consent (not to remain or be in the program)
STUDENT AND WITNESS SIGNATURES
	Student:								Witness:
_____________________________				________________________________
Signature							Signature

_____________________________				________________________________
Printed Name							Printed Name

_____________________________				________________________________
Date								Date

ADDITIONAL CONSENT FOR STUDENTS UNDER THE AGE OF 18

As the parent and/or guardian of the Student named above, I hereby consent to and authorize the School and Facility and affiliated persons and/or entities to proceed as outlined above.

_________________________________________		________________________________
Parent and/or Guardian Signature	Date			Students Printed Name
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INTEGRITY 

Know the right thing and DO it consistently 

Behavior Expectations:

honor commitments 

own your behavior, acknowledge mistakes

help others act with integrity - set the example

follow policies, procedures 

understand responsibilities

give credit where due

avoid gossip

COMPASSION 

Act with genuine concern for the well being of others

Behavior Expectations:

treat every person with dignity and respect

respond to the emotional, physical, and spiritual needs of those around you 

make a personal connection

“be there” when someone is talking to you

show cultural sensitivity

COMMUNICATION

Respectfully seek and share information

Behavior Expectations:

greet everyone with a smile

communicate in a clear, accurate and timely manner 

be aware of facial expression, tone of voice, and body language

confidential information stays confidential

respect HIPAA

make eye contact and actively listen 

choose appropriate method 

choose appropriate location 

keep messages simple

CORE VALUES & BEHAVIOR EXPECTATIONS
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RESPONSIBILITY

Be collectively and personally accountable for the success of Beaufort Memorial 

Hospital

Behavior Expectations:

act in a trustworthy and dependable manner

choose a positive attitude

help others learn and grow, share your knowledge and skill

maintain licensure, certification and competencies required for your job

set a good example

arrive on time and ready to work

perform needed tasks even if they are assigned to others

complete assignments and meet deadlines

make work fun for yourself and others

SAFETY

Keep patients, visitors, co-workers and ourselves free from injury and harm

Behavior Expectations:

follow policy and procedures 

know emergency codes and take appropriate actions

respond to changes in your surroundings (e.g. patients, sounds, smells)

wash your hands

use your safety equipment

report hazardous conditions/safety risks immediately

CORE VALUES & BEHAVIOR EXPECTATIONS
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CONTACT "PLUS" PRECAUTIONS

(in addition to Standard Precautions)
VISITORS: Report to nurse before entering.
VISITANTES: Favor de hablar con la enfermera antes de entrar
enla habitacion.
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