Don’t get hooked by a phisher!
“Phishing” is an attempt to trick another person into giving away their personal information such as a password, credit card number, or Social Security number. Take a few minutes to learn how to spot a “phisher”, before it’s too late!

Don’t click links, hover to discover! Hovering your mouse over a hyperlink will show you its true destination! Hover over those links to discover where you are going.

Always ask yourself two questions.
Do I know the sender?
Am I expecting an email from them?

Never give up your password. University of South Carolina employees and affiliates should never ask for your password. Any attempt to collect your password should be reported (below).

Join in the fight against phishing. If you suspect an email is a phishing attempt, DO NOT REPLY OR OPEN ATTACHMENTS. Instead, forward it (as an attachment) to phishing@sc.edu.
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